Username and Password




My department has data in NED but | cannot
login. | don’t have any password!




You need to apply
for an access.

We will provide you
Username and
Password



Please click:
http://www.acrm.org.my/ned/
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et
sting the MOH, Non-Governmental Organizations, private healthcare providers and industry in
prevention and control as well as continuous improvement of ophthalmic service in the nation. MALAYSIAN SOCIETY OF

OPHTHALMOLOGY

The Mational Eye Database (NED) is a service supported by the Ministry of Health (MOH) as an approach to collect health infermation. It collects data on
incidences and distributions, and evaluates risk factors as well as treatment outcome of visually threatening eye diseases such as cataract, diabetic
retinopathy, glaucoma and contact lens related corneal ulcer. In the initial phase, NED will collect data on cataract surgery, status of diabetic /
retinopathy in new diabetic patients, contact lens related corneal ulcer and glaucoma patients. Besides disease registry, NED also collects monthly
service census of MOH Ophthalmology departments. The census serves as an effort to monitor key performance indicators of each ophthalmoelogy
department in the MOH.
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National Eye Database

Clinical Research Centre
Kepong-Selayang Highway

68100, Batu Caves

eCUSUM Performance Monitoring

- Key Performance Indicators (i
- Cusum Ophthalmology

Selangor.
Service Monitoring and Surveillance
- Monthly Ophthalmology service census Phone: 603-6120 3233 ext
- Adverse Incident Reporting for Ophthalmolo 4320
- Adverse Incident Endophthalmitis Fax: 603-6120 2761
- Qutreach Programme Census Email: ned@acrm.org.my
Website:

http://www.acrm.o

Dropbox3.29
Up to date




Click Security Policy
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M ] 3 To access NED web application
Sign in to NED

Username: l:l
Password: :’
¢ \ Ollal Eye Database by ABOUT SSL CERTIFICATES ss%%
NED Web Application
Need Assistance?
Reqistration

To access eNTR Cornea Transplant, click here | 3z SIIED Menager =t

Technical problem
Contact the eNED Administrator at:
_ Tel: +603-40418615 / +603-40428615
Downloadable Data Monday - Friday 8.30am - Spm
Collection Forms

Downloadable Data
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Download form
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l monlf |Authorization List and Security Policy Form Download

Please download Security Policy and Authorization Form here : Open/DOWn Ioad 2 forms

- Security Policy
- Authorization Form

Secury ot DOWNLOAD

As @ good security practice you are strongly advised to:

Keep your password confidential!

= Avoid sharing or divulging your Password to anyone. This includes any person who may appear to represent or work for the Registry. Our ac
= Avoid using the same Web Application Password for any other web-based services such as for e-mail or for Internet Service Provider login.
= Avoid choosing a Password that is easily anticipated by a third party, like your NRIC number, telephone number, date of birth, etc.. You shou

Avoid writing down or "saving” your Password on your browser or any other software. Memorise your Password.
If you suspect your Password may have been compromised, change your Password immediately.

Ensure you are accessing the correct website!
Heme

= Mewver access the website via a hyperlink from an e-mail. Always enter the correct website address yourself, which is www.acrm.org.my and click on NED link
Downleadable Data
Collection Forms || Only access Web Application using a secure and trusted computer!

» Newver access your Web Application on computers / devices which you have doubts with regard to security, such as those located in public places. If you have to use such computers (for example, when you arg on trips), change your

password once you have access to a secure computer,

Keep your cperating system (eg. Microseft Windows) and Internet-related scftware updated with the latest security patches.

Protect your computer from viruses and malicious programs with anti-virus software and firewalls where possible. Always update your anti-virus scftware with the latest virus signatures.

» Abways log out your Internet web application session by clicking on the "logout” button whenever you leave your computer, even for a shert while. Do not simply clese the browser window when you wish to end the Web Application
session.
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Security Policy Form
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Introduction
This document has been produced to ensure that:
e High level security in terms of patients’ confidentiality, centre confidentiality, integrity and
availability of data information is maintained at all time.
e All Source Data Producers (SDP) and site coordinators are aware of their authority and
accountabilities as stated in the Authorization List.

Management
A) User Level

Do not disclose your user ID or password to anyone else

Do not give your mobile phone to anybody else while logging into the web application.

Log in the pin number immediately after receiving the number via SMS.

Users are responsible to update/edit their own center data.

Should the user lose their mobile phone or change a new mobile phone number please notify:
eNED Manager: 603 - 61203233 ext 4169

eNED Database Administrator: 603 - 4044 0615

6. Password management as per Appendix A (Security Practices)

7. Should the user forget their password, please fill in the web form at the Forgot Your
Password link at log in page of the web application. It is compulsory for user to provide log
in name, *site code and mobile phone number for verification purpose.

(*Note: Each centre is assigned a site code during registration. Please remember this code)

Y =

B) Centre/Institution Level

1. Agree to allow other authorized users within the same institution as per Authorization List for

their specific responsibilities.

Ensure that your database is updated regularly to maintain its real-time accuracy.

Agree to share aggregate data from your centre for the purpose of research by qualified

researchers, or for any other purpose by persons demonstrating a need to access NED’s

database following approval by the Technical Committee of NED.

4. The SDPs themselves hold sole responsibility with regards to data release of their own
patients to any third party. o
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Authorization Form
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Ver. Date: 12/031/2012 eNED Web Application
AUTHORIZATION LIST
SDP Centre Name: *If you forget your password, the password will ba sant
to your handphone and/or Email address

# Name Designation ﬁu“r Group *Handphone Number |*Email Address
* laccess right by user group:
1. |Dafa Endry Personal Own Centre's NED data: ViewddUpdate/Request Delete NED Data.
2. Nursa / MA Own Centre's NED data: View/AddUpdate/Reguest Delete NED Data.
3. |Doctor F Optometrist Own Centre's NED data: View/AddUpdate/Request Delefe NED Data and own SDF Report, SDF Data Download without Pafient identifier.
4. |Docfor in chaarge / Site Coordinafor Own Centre's NED data: View/dddUpdate/Reguest Delete NED Data, own SDP Report, Aggregated Report and own SDP Data Download.
5. |Head of Depardment (HOD) Own Centre's NED data: ViewddUpdate/Request Delete NED Data, all SDP Report, Aggregated Report and own SDF Data Download.

* MED data refers to Registry application accessible
Cataract Surgery Registry (CSR)

Maonthly Ophthalmology Service Census, MOH

Key Performance Indicators (KPI) Medical Programme
Age Macular Degeneration Registry (AMD)
Retinoblastoma

Diabetic Eye Registry

D ;e W

Signature of HOD / Doctor in charge Date -




Please read, fill up and sign

them
Then email to the manager at

ned@acrm.org.my.



mailto:ned@acrm.org.my




Good Luck

To be continued...



